**Application form for Category I: Tech Innovation Awards**

1. For evaluation purpose, please provide information as per **sections I, II, III, IV, V and VI**
2. **Details in Section VI** required to be filled by those who are applying under **category Cyber security**
3. Your presentation may be either in word file or in PPT format or combination of both, any Video of presentation, pl. share that also.
4. Instruction to upload and sending above information.

Pl. share completed application on email before 31st Jan 2024, 5 PM to IMC officials.

* + 1. **Ms Selby Nambisan**, Director IT & Events, at +91 22 71226659 or email at [selby@imcnet.org](mailto:selby@imcnet.org)
    2. **Mr. Narendra Kadam**, Deputy Director-IT at 9833351219 or email at [narendra@imcnet.org](mailto:narendra@imcnet.org)

1. One company or organization submit max 2 no. of applications in this category.
2. Please note there will be points in evaluation process for quality of presentation as well.

**Section I**

|  |  |  |
| --- | --- | --- |
| **1** | Company Name, Company Address |  |
| **2** | Name of CEO/ MD |  |
| **3** | Name & Designation of SPOC/ Contact Person |  |
| **4** | Email ID 1/ Mob No |  |
| **5** | Email ID 2/ Mob No |  |
| **6** | Date of Start of project Last 3 years project will be considered. |  |

**Section II**

**General Information:**

|  |  |  |
| --- | --- | --- |
| **1** | A brief about your organization |  |
| **2** | Type of Business Company website |  |
| **3** | A brief about vision, objectives, and goal of business |  |
| **4** | Industry segment   project addressed. |  |
| **5** | Duration since project in operation or in testing /pilot phase (only completed projects will be considered) |  |
| **6** | Any accolades and recognition received for same project. |  |

**Section III**

**Title of Project on the basis of Award is being applied.**

|  |  |  |
| --- | --- | --- |
| **1** | A brief description of the problem statement of the project and how it has been achieved. |  |
| **2** | Customer or Business segment if any as target of goal of project |  |
| **3** | A brief of Technology landscape like architecture design diagram details like tools, Agility, Digital platform, API & microservice architecture, etc. |  |
| **4** | If any PPT presentation of the project, please attach. or any short video available about highlights of project |  |
| **5** | Inbuilt capabilities data and cyber security, data privacy |  |
| **6** | Customer segment that the business model is serving. |  |
| **7** | Why do you consider the solution is innovative? |  |
| **8** | Since how long is the solution functioning? |  |
| **9** | Do you consider this project has brought business transformation if yes, pl. share your view briefly. |  |

**Section IV**

**Business Impact and Value creation**

|  |  |  |
| --- | --- | --- |
| **1** | Share factual information with data about business impact. |  |
| **2** | It may include how project has helped customers, any survey or factual data. |  |
| **3** | Operation efficiency growth. |  |
| **4** | Revenue growth. |  |
| **5** | Any other business benefit which can be shared with facts/ data. |  |
| **6** | Any other information, you want to submit. |  |

**Section V**

Please explain your version of innovation in your project in the following areas

|  |  |  |
| --- | --- | --- |
| **1** | Customer experience. |  |
| **2** | Technology adoption: Data, Digital platform, Cloud First, use of different digital technologies including AI, workforce automation, process automation etc. |  |
| **3** | Business Model |  |
| **4** | Cyber security and Data Privacy |  |
| **5** | Sustainability and Scalability |  |

S**ection VI**

**Special category awards on Cyber Security**

Please explain your version of innovation in your Cyber Security project in the following areas

|  |  |  |
| --- | --- | --- |
| 1 | Brief description of Cyber Security project including technologies used |  |
| 2 | Which security pain area has been addresses by this |  |
| 3 | What is innovative in this |  |
| 4 | Implication of project on customers / employees |  |
| 5 | Cost and/or Time impact of project on your organisation |  |
| 6 | Business impact of this initiative |  |
| 7 | How many and what type of cyber security attacks were prevented after deployment of this project. |  |
| 8 | Sustainability and Scalability |  |